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An answer sheet will be provided separately.

1. Answer the following questions.

1) Describe the difference between circuit switching and packet switching.

Channel is assigned in advance in circuit switching, while communication is processed
packet by packet in packet switching.

2) List possible factors that cause packet delay.

Propagation delay, Transmission time, Processing time, Waiting time

3) Define “cloud computing’ using the word “virtualization’.

To virtualize physical computing resources using virtualization technique and provide
computing services for users

4) Describe the benefit and the drawback of HT'TPS in terms of network operation.
Benefit: HTTP communication becomes secure, drawback: applications are concealed
from network operators

5) Describe how DNS works.

To convert domain name or host name to IP address

2. Answer the following questions related to LAN.

1) Answer the name of the organization that standardizes Ethernet.

IEEE (or ANSI or ISO)

2) 100Base-T is one of the standards of Ethernet. Explain what 100, Base, and T
indicates, respectively.

Speed, signal format, and media are 100Mbps, Baseband, and Twisted-pair cable,
respectively.

3) Describe the procedure of CSMA/CA, which is used in wireless LANs.

1. choose a number randomly from 0 to CW and set it as a counter.

2. reduce the counter while channel is idle and then send a frame when the counter
becomes zero.

3. increase CW exponentially if collision occurs and go back to 2.

3. Answer the following questions related to the network layer of TCP/IP.
1) Explain which part in an IP address 192.168.3.1/24 indicates its network address.
192.168.3 is the network address

2) Explain why the default route is defined at each router.



It is infeasible and inefficient to manage the information of all possible routes at a router
3) Illustrate an example of RIP. Explain the procedure of RIP.

See handouts.

4. Answer the following questions related to the transport layer of TCP/IP.

1) Explain the common role of TCP and UDP.

To multiplex application data using port numbers

2) Describe the two main control functions which TCP provides but UDP does not provide.
Retransmission and congestion control

3) Explain how TCP is affected when routers are operated based on “Tail drop’.

Burst packet loss easily occurs, which affects reduction of TCP window sizes. If all the
TCPs sharing bandwidth make window size too small simultaneously, the bandwidth

would not be used efficiently even though packet loss is resolved.

5. Answer what each of the following terms stands for.
ISO ITU-T OSI FITTH SLA DNS CDN MAC IFS VLAN
IETF NAT DHCP ICMP ARP TCP UDP RTT MPLS RED

See handouts.



